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3. Attila A. Yavuz, Peng Ning and Michael K. Reiter, “BAF and FI-BAF: Efficient and Publicly
Verifiable Cryptographic Schemes for Secure Logging in Resource-Constrained Systems”, ACM
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E-Prints [E]

2. Muslum O. Ozmen, Rouzbeh Behnia, and Attila A. Yavuz, “IoD-Crypt: A Lightweight
Cryptographic Framework for Internet of Drones.” 2019, arXiv 1904.06829.

1. Jean-François Biasse, Sriram Chelleppan, Sherzod Kariev, Noyem Khan, Lynette Menezes,
Efe U. A. Seyitoglu, Charurut Somboonwit and Attila A. Yavuz, “Trace-Σ: a privacy-
preserving contact tracing app”, Cryptology ePrint Archive, Report 2020/792.

Teaching I introduced three new courses to the USF curriculum and re-designed a core-course. The USF
follows the semester system.

• CIS 4212/6214: Privacy-Preserving and Trustworthy Cyber-Infrastructures (Spring 2019-2022)

• CIS 4930/6930 Cryptography: Theory and Practice (Fall 2022)

• COP 4538 IT Data Structures (Fall 2019-2022)

• COP 4931: Information Privacy and Trustworthy Systems (Fall 2018)

I introduced four new courses to the OSU curriculum, and also taught others. OSU follows the
quarter system.

• CS 519/ECE 599: Applied Cryptography (Winter 2015-2018)

• CS 478/ECE 478: Introduction to Network Security (Spring 2015-2018)

• CS 372/ECE 372: Introduction to Computer Networks (Spring 2017)

• CS/ECE 578: Cyber-security (Fall 2017)

• CS 519/ECE 559: Advanced Network Security (Fall 2014-2016)

• CS 505 Cyber-security Reading Seminar (Fall 2015)



Mentoring I am privileged to work with the following talented students:

• Current Ph.D. Students

– Mohamed Bouzayene (Spring 2021 - present)

– Saif Nouma (Fall 2021 - present )

– Saleh Darzi (Spring 2022 - present)

– Kiarash Sedghi (starting Fall 2022)

• Graduated

– Rouzbeh Behnia (Ph.D., Spring 2021)

∗ Assistant Professor (tenure-track) at the Muma College of Business at USF in Tampa
(starting Summer 2021)

– Thang Hoang (Ph.D., Spring 2020)

∗ Assistant Professor (tenure-track) at The Department of Computer Science, Virgina
Tech, VA (December 2020)

– Mohamed Grissa (Ph.D., Fall 2018, Co-advised (equal share) with Dr. Bechir Hamdaoui)

∗ Cryptographic engineer at Gradient (MIT-Berkeley-NSA founded), Boston, MA

– Efe U. A. Seyitoglu (MS, Spring 2020)

∗ Software Engineer, Yelp, England.

– Muslum Ozgur Ozmen (MS, Spring 2018, continued as a Ph.D. at USF in 2019)

∗ Ph.D. student at Purdue University

– Gungor Basa, “Image Based Cryptography”, (MS, Spring 2016)

∗ Software engineer at DeliveryHero, Berlin, Germany

– Gabriel Hackebeil, “Efficient Oblivious Access to Trees”, (MS, Fall 2016)

∗ Software engineer at Deepfield, Ann Arbor, MI

• Current and Past Undergraduate Students

– Patricia Tran (WICSE Program - NSF CAREER, USF 2022)

– Francis Hahn (NSF CAREER, USF 2022)

– Brandt Stevenson (DoE, USF 2022)

– Bianca Dehaan (DoE, USF 2022)

– Henry Cardenas (DoE , USF 2021)

– Sydney Seelen (WICSE Program - NSF CAREER, USF 2021)

– Lokambika Muthu (WICSE Program - NSF CAREER, USF 2020)

– Kelsy Ecclesiastre (BullsEYE - NSF CAREER, USF 2019)

– Aaya Watson (BullsEYE - NSF CAREER, USF 2019)

– Keanno Carter (NSF LSAMP, USF 2019)

– Morgan Hausmann (WICSE Program - NSF CAREER, USF 2019)

– Garrett Christophe Haley (EECS Capstone, OSU 2018)

– Andrew Ekstedt (EECS Capstone, OSU 2018)

– Scott Merrill (EECS Capstone, OSU 2018)

– Scott Russell (EECS Capstone, OSU 2018)

– Joshua Webb (NSF-FUND STEM Leaders Program, OSU 2017)

– Nathan Burnett (EECS RIU Initiative, OSU 2017)



– Matt Baker (EECS RIU Initiative, OSU 2017)

– Erich Hansje Kramer (EECS RIU Initiative, OSU 2017)

Past Mentoring Experience: During my work at Robert Bosch Research and Technology Center
and University of Pittsburgh, I found opportunity to work with the following students: Shalabh
Jain, Velin Kounev, Alana Libonati, Shauna Michelle Policicchio and Anvesh Ragi. I also advised
Ceyhun Ozkaptan (2015) at OSU.

Outreach
Activities

I have been organizing/participating several outreach activities targeting underrepresented groups.
• The CodeBreakHERS: I am the co-organizer of a cybersecurity camp, in which we train more

than 50 K-12 female students via hands-on cryptography activities every summer.

• Contributing to the preparation of educational videos on advanced cryptographic primitives,
Center for Cryptographic Research at USF.

• Women in Computer Science and Engineering (WICSE): We recruit underrepresented female
undergraduates at CSE USF every year (participation).

• Bulls Engineering Youth Experience (Bulls - EYE). We support underrepresented USF under-
graduates to mentor middle school youth from the Tampa Bay community (participation).

• Louis Stokes Alliance for Minority Participation (LSAMP). I have been recruiting underrep-
resented undergraduate students both at OSU and USF via (FG)LSAMP program.

• EECS at OSU Research in Undergraduate Activities. We supported undergraduate research
at junior-level via an internal grant.

Professional
Services

Program Committee (PC) Member:
• NSF Panel Review (2020-2022)

• Privacy Enhancing Technologies Symposium (PETS), 2020-2022

• Annual Computer Security Applications Conference (ACSAC), 2017-2022

• Silicon Valley Cybersecurity Conference (SVCC), 2020-2022

• IEEE International Conference on Mobile Ad-Hoc and Smart Systems (MASS 2022), Security
and Privacy Track Chair

• IEEE Conference on Communications and Network Security (CNS), 2022

• IEEE International Conference on Decentralized Applications and Infrastructures (DAPPS)
(2020-2021)

• ACM Conference on Security and Privacy in Wireless and Mobile Networks (WiSec), 2020

• Conference on Data and Applications Security and Privacy (DBSec), 2018-2020

• Annual Web Conference (WWW), 2019-2020

• Military Communications (Milcom), 2019

• International Workshop on Security and Privacy for the Internet-of-Things (IoTSec), 2019

• IEEE SmartGridComm, 2018

• IEEE IEMCON, 2018

• IEEE International Workshop on Big Data Security and Services, 2018

• ACM International Workshop on Trustworthy Embedded Devices (TrustED), 2014-2016

• Advanced Intrusion Detection and Prevention Workshop (AIDP), 2014

• International Workshop on Collaborative Cloud (CollabCloud), 2014

• ASE International Conference on Cyber Security, 2014



Reviewer in Journals:
• ACM Transactions on Privacy and Security (TOPS) (2017-2022)

• IEEE Transactions on Information Forensics and Security (2014-2022)

• IEEE Transactions on Dependable and Secure Computing (2014-2022)

• ACM Transactions on Internet Technologies (TOIT) (2022)

• Future Generation of Computer Systems, Elsevier (2016,2021)

• IEEE Transactions on Computers (2012-2014, 2020)

• IEEE Communications Surveys and Tutorials (2014-2015, 2020)

• Journal of Information Security and Applications (2020)

• Journal of Computer Security (2013-2014, 2020)

• IEEE Transactions on Cloud Computing (2017)

• IEEE Transactions on Parallel and Distributed Systems (2014-2016)

• IEEE Transactions on Smart Grid (2014-2016)

• International Journal of Distributed Sensor Networks (2016)

• IEEE Transactions on Internet of Things (2015)

• IEEE Transactions on Education (2015)

• International Journal of Parallel, Emergent and Distributed Systems (2015)

• Journal of Sensors, Open Access Journal by MPDI (2015).

• International Journal of Communication Systems by Wiley (2013-2014)

• Concurrency and Computation: Practice and Experience (2011).

• Journal of System and Software (2007-2011)

• IEEE Transactions on Information Technology in Biomedicine (2007)

Services:

• IEEE Senior Membership Elevation Committee (2020-2021)

• CSE Graduate Committee at USF, (2018-present).

• EECS Graduate Curriculum and Admission Committees at OSU, 2014-2018.

• Ph.D. Thesis Committee

– Tao Hou, Ph.D., University of South Florida, (Defense 2022)

– Jing Ling, Ph.D., University of South Florida, (Defense 2022)

– Di Zhuang, Ph.D., University of South Florida, (Defense 2021)

– Abed Alanazi, Ph.D., University of South Florida, (Defense 2021)

– Chengbin Hu, Ph.D., University of South Florida, (Major Area 2020)

– Tao Hou, Ph.D., University of South Florida, (Defense 2020)

– Longfei Wang, Ph.D., University of South Florida, (Defended 2018)

– Brent Carmer, Ph.D., Oregon State University (Defended 2017)

– Peter Byerley Rindal, Ph.D., Oregon State University (Defended 2017)

– Sherif Abdelwahab, Ph.D., Oregon State University (Defended 2017)

– Abdelkader Aljerme, Ph.D., Oregon State University (Defended 2016)

– Bassem Khalfi, Ph.D., Oregon State University (Defended 2018)

– Mehiar Dabbagh, Ph.D., Oregon State University (Defended 2016)



– Nadia Adem , Ph.D., Oregon State University (Defended 2016)

– Velin Kouven, Ph.D., University of Pittsburgh, (Defended 2015)

• MS Thesis Committee

– Zhangxiang Hu, MS, (Defended 2015)

– Shajith Ravi, MEng, (Defended 2016)

Memberships: IEEE Senior Member and ACM Member.


